
Improve Security Compliance 
for All Your Document Repositories

Automated solution to enhance security 
compliance for Office 365 documents 
The new CoreScan solution from CoreView can automate the forensic analysis of 
documents stored in different repositories and identify sensitive information. Using 
configurable data analysis rules combined with Natural Language Processing (NLP), the 
CoreScan solution discovers the sensitive information inside your documents no matter 
where they are stored. Using that information, CoreScan builds a catalog of all 
unstructured content in your environment with an associated security compliance score.  

For GDPR compliance activities, CoreScan has a fully automated process for responding 
to Right to be Forgotten & Subject Access Requests. CoreScan will produce a Word or 
PDF document that can be sent to the person making the inquiry. IT administrators can 
also use CoreScan to redact or delete documents containing sensitive information with a 
full audit trail created.

Simplify Evaluation of Documents for Sensitive Data 

CoreScan contains over 100 keyword rules that are pre-configured to identify the most 
common sensitive data items, plus you can easily define your own rules. These rules can 
identify words or phrases, patterns, or a combination of the two within a given proximity. 
CoreScan also uses Artificial Intelligence based on Natural Language Processing to find the 
names of people, companies and addresses, to ensure accuracy when identifying sensitive 
information.  

Automated Document Analysis Solution to Identify Sensitive Information 
Stored Within Unstructured Content

Solution Benefits 
CONTENT PARSING FOR SENSITIVE DATA

§ Read from File Shares, SharePoint, 
Exchange, OneDrive and a host of 
other systems

§ Understand what sensitive information 
exists inside your current documents

§ Configure content scanning to quickly 
identify confidential data items

§ Identify documents containing sensitive 
data that need to be reclassified

TRACKING CATALOG FOR ALL DOCUMENTS 

§ Ranking system to assign security scores
based on sensitive information found

§ Utilize catalog report to monitor
document security reclassification efforts

§ Initiate life-cycle management schedules
for confidential or classified documents

ENHANCED SECURITY COMPLIANCE 

§ Automatically discover PII / GDPR data
§ Trainable to discover any data type
§ Recognizes hundreds of types of sensitive

information

TRIAL OFFERING  

§ Perform a managed trial with a content
management expert for 1,000
documents

§ Understand your security classifications
for unstructured data across all content
repositories

Ensure Security Compliance Data Matching Rules 

Optimize Content Management Flag Sensitive Information 
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For more information about the CoreScan solution for optimized 
SharePoint search, please visit coreview.com 
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